
 
 
 

 

FINANCE COMMITTEE MEETING AGENDA 
Monday, April 4, 2022 at 5:30 p.m. 

Caledonia Village Hall - 5043 Chester Lane 
 

1. Call to Order  
2. Approval of Minutes  
3. Resolution 2022-36 – Resolution Authorizing The Village Of Caledonia To Enter Into A Contract With 

Ontech Systems For Information Technology Services 
4. Adjournment 
 

 
 

Dated April 1, 2022 
 

Joslyn Hoeffert 
Village Clerk 
 

Only committee members are expected to attend. However, attendance by all Board members (including non-members of the committee) is permitted. If additional 
(non-committee) Board members attend, three or more Board members may be in attendance. Section 19.82(2), Wisconsin Statutes, states as follows: 

If one-half or more of the members of a governmental body are present, the meeting is 
rebuttably presumed to be for the purposes of exercising the responsibilities, authority, power or 
duties delegated to or vested in the body. 

To the extent that three or more members of the Caledonia Village Board actually attend, this meeting may be rebuttably presumed to be a “meeting” within 
the meaning of Wisconsin’s open meeting law. Nevertheless, only the committee’s agenda will be discussed. Only committee members will vote. Board 
members who attend the committee meeting do so for the purpose of gathering information and possible discussion regarding the agenda. No votes or other 
action will be taken by the Village Board at this meeting. 



Finance Committee 
March 21, 2022  

 
1. Call to Order 
 
Trustee Wishau called the meeting to order at 5:30 p.m.  
 
Committee Members: President Dobbs, Trustee Wishau and Trustee Martin. Trustee 

Weatherston, and Trustee Stillman were also present.    
 
Absent: None. 
 
Department Managers: Village Administrator Kathy Kasper, HR Manager Michelle Tucker, 

and Fire Chief Jeff Henningfeld.  
 
2. Approval of Minutes  
 
Motion by Trustee Martin to approve the minutes dated December 20, 2021.  Seconded by 
President Dobbs. Motion carried unanimously. 
 
3. Resolution 2022-27 – Resolution Authorizing The Village Of Caledonia Fire Department 
To Accept A Donation Towards The Purchase Of A Utility Task Vehicle 
 
Chief Henningfeld explained the history of the funding efforts for the Polaris UTV, and how it 
will be sole sourced. He further explained the use of this vehicle, and how it will be especially 
useful in rural or crowded areas. 
 
Chief Henningfeld further clarified where the vehicle will be stored and how it would be 
dispatched.  
 
Motion by President Dobbs to approve Resolution 2022-27 - Resolution Authorizing the Village 
Of Caledonia Fire Department To Accept A Donation Towards The Purchase Of A Utility Task 
Vehicle and forward to the Village Board for final approval.  Seconded by Trustee Wishau. 
Motion carried unanimously. 
 
4. IT Services 
 
Various department heads and Administration interviewed different IT services and identified a 
provider that would meet and exceed the needs of the Village.  This provider offered a broad level 
of service, has experience with municipalities and was also less expensive. They were flexible, 
and offered many incentives, like control of license renewals.   
 
There have been several conversations with the current IT provider over the level of service.  
Further discussion and consideration will be given at the next meeting.  
 
5. Adjournment 
 
Motion by President Dobbs to adjourn.  Seconded by Trustee Martin. Motion carried 
unanimously. 
 
Meeting adjourned at 5:57 p.m. 
 
Respectfully submitted,  
Joslyn Hoeffert, Village Clerk  



RESOLUTION NO. 2022-36 
 
 

RESOLUTION AUTHORIZING THE VILLAGE OF CALEDONIA TO ENTER 
INTO A CONTRACT WITH ONTECH SYSTEMS FOR INFORMATION 

TECHNOLOGY SERVICES  
  
 WHEREAS, the Village of Caledonia had a contract with Racine County to 
provide IT services that expired on December 31, 2021; and 
 
 WHEREAS, the Village of Caledonia has an increase in Information 
Technology needs; and 
 

WHEREAS, Village staff conducted interviews with two companies that are 
known to provide IT services to government entities in this region;  

 
WHEREAS, Village staff recommends the Village contract with Ontech 

Systems for Information Technology services;  
  
  NOW, THEREFORE, BE IT RESOLVED by the Caledonia 
Village Board that a contract between the Village of Caledonia and Ontech 
Systems for Information Technology services at the rate of $150/hour as 
described in Exhibit A which is attached hereto and incorporated herein, and any 
consideration of managed services would be brought before the Board for further 
action; and 
 

NOW, THEREFORE, BE IT FURTHER RESOLVED by the Caledonia 
Village Board that the Village President and Village Clerk are authorized to execute 
any contracts or other documents necessary to implement this resolution. 
 
 Adopted by the Village Board of the Village of Caledonia, Racine County, 
Wisconsin, this _____ day of    , 2022. 
 
     VILLAGE OF CALEDONIA 
  
     By:        
      Jim Dobbs, Village President 
 
     Attest:        
      Joslyn Hoeffert, Village Clerk 
       
 



Prepared by:
Ontech Systems Inc.

Taylor Schmidt
taylor@ontech.com

Prepared for:
Village of Caledonia
Michelle Tucker
MTucker@caledonia-wi.gov

IT Support Options

Quote # TS010204
Version 1



N85W16186 Appleton Ave
Suite A

 Menomonee Falls, Wisconsin 53051
www.ontech.com
(262) 522-8560

Introductory Period: First 30-90 Days

Description Recurring Price Qty Ext. Recurring Ext. Price

Weekly Visit: 4 Hours

Note: this is a time estimate that will be 
invoiced separately during our semi-
monthly billing for actual time of service 

$150.00 $0.00 16 $2,400.00 $0.00

 Not Contractual
 Time billed in 15 minute increments
 Purpose of intro period is to get better grasp of work/help needed and frequency as we look to convert to a Managed IT 

Approach

Monthly Subtotal: $2,400.00

Subtotal: $0.00

Option 1: Managed Services - Basic Bundle * Optional

Description Recurring Qty Ext. Recurring

 Month to Month: Pricing Shown
 1 Year Contract: 5% discount
 2 Year Contract: 10% discount

Ontech Basic Managed Services Bundle $1,780.00 1 $1,780.00

Network Documentation Portal 1

LionGard 1

Virtual Host Care 3

Elite Server Care

 24x7 Monitoring & Alerting on Servers
 Webroot Anti-Virus License
 Windows Patches and Updates

 Enterprise Remote Access Program for your and our use (MFA 
Enablement Required for use)

 Driver & Firmware Updates for Servers
 Server Cluster Health Checks and Remediation
 Assign issue based Troubleshooting including;

o Exchange

o VM Ware

o Hyper-V

o Remote Desktop Services

o Server Performance Issues

o Group Policy Failures

o Windows Server and Service Errors

4
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N85W16186 Appleton Ave
Suite A

 Menomonee Falls, Wisconsin 53051
www.ontech.com
(262) 522-8560

Option 1: Managed Services - Basic Bundle * Optional

Description Recurring Qty Ext. Recurring

Desktop Care 100

Basic Bundle Scope of Services

Features Included in Network Documentation Portal;

 Encrypted Documentation Portal for storing all network information. Network Documentation Portal is available through 
a web browser as well as mobile app. 

o  Centrally store all passwords
 Control who has access to each password
 Automatically create strong passwords

o Store important "how to" and procedural information
 Standard Operating Procedures
 PC Setup Checklists
 New Hire/Termination Documents
 Contracts & Service Providers

o Contacts and Locations
 Dynamically link network devices to people and locations

Features Included in Liongard;

 Change Management Autuomation
 Alerts & Metric Value Tracking
 Ticketing System Integration for Change Tracking

Features Included in Virtual Host Care;

 Real time server hardware health monitoring
 Health Checks for configurations, including vCPU, memory, and network setup
 Review error logs using vSphere and vCenter
 Reconfigure VM's & host data stores
 Lights out management: when a server is down, steps to reboot it automatically will be taken

Features Included with Ontech Elite Server Care;

 24x7 Monitoring & Alerting on Servers
 Webroot Anti-Virus License
 Windows Patches and Updates

 Enterprise Remote Access Program for your and our use (MFA Enablement Required for use)
 Driver & Firmware Updates for Servers
 Server Cluster Health Checks and Remediation
 Assign issue based Troubleshooting including;

 Exchange
 VM Ware
 Hyper-V
 Remote Desktop Services
 Server Performance Issues
 Group Policy Failures
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N85W16186 Appleton Ave
Suite A

 Menomonee Falls, Wisconsin 53051
www.ontech.com
(262) 522-8560

Option 1: Managed Services - Basic Bundle * Optional

Description Recurring Qty Ext. Recurring

 Windows Server and Service Errors

Ontech and our NOC Target Service Levels

 Server Down Tickets: 15-30 minutes to begin work
 Critical Impact Alert Tickets: 1-2 Hours to begin work

o Update Critical Impact Tickets: every 3-4 Hours

Features Included in Desktop Care; 

 24x7 monitoring and alerting of hardware components

 Backup Alerts to our NOC and internal team

 Webroot Antivirus

 Windows Security patches

 Enterprise Remote Access Program for your and our use (MFA Enablement Required for use)

 3rd party patches like Adobe, Java, etc.

 Auto attempts to remove malware

 Weekly Temp File and Cookie Clean up

 (see schedule for further details)

A La Carte Adds
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N85W16186 Appleton Ave
Suite A

 Menomonee Falls, Wisconsin 53051
www.ontech.com
(262) 522-8560

Option 1: Managed Services - Basic Bundle * Optional

Description Recurring Qty Ext. Recurring

Network Care

 Automated Inventory of Network Devices and 
Classification: Have a profile for every device on a 
network at your fingertips

 Network Diagram & Connectivity Methods: Instantly know 
how everything on your network is connected

 IP Address Management: Get an automatic list oof all the 
IP addresses currently in use and which device is using it

 Alerts & Notifications: Stay on top of important network 
events with both preconfigured and customizable alerting

 Service Monitoring: Inventory and monitor the services 
running on nearly any device on the network

 Context Aware Data: Get relevant and actionable 
information tailored to each device type

 Rich Statistics: Understand and improve the stability of a 
network with usage and health stats

 Live & Historic Data: View network performance as it 
happens with a 60-second polling, or dive into detailed 
logs

 Netflow Data & Analytics: Gain real-time visibility into 
network traffic with analytics and reporting

$20.00 12 $240.00

Fortify for Endpoint Protection

 Complete SOC Services: Implement advanced operations 
without the need for in-house security expertise. The complete 
Continuum Fortify SOC analyzes quarantined applications and 
files, reducing false positives and ensuring comprehensive 
protection. We take care of the labor challenges while you focus 
on growing your business.

 Threat Detection: Rapidly recognizes many thousands of virus 
and malware attack variants including cryptomining attacks as 
well as the root causes of these malicious behaviors by quickly 
identifying and diagnosing corrupt source processes and system 
settings.

 Response & Remediation: When malicious behavior is detected, 
Continuum Fortify For Endpoint Security will quickly rollback files 
to previous safe versions through tracking changes in the 
devices and restoring it to an acceptable risk state.

 Next Generation Endpoint Security: Fortify For Endpoint Security 
utilizes the patented SentinelOne platform, for its unique 
malware detection and remediation technology. This solution 
incorporates the industry’s most innovative prevention, providing 
visibility into the root causes and origins of the threat, reversing 
the malicious operations and remediating them at an agile 
speed, when needed.

$8.00 104 $832.00

If choosing a contract option, I understand the services I am approving on this proposal is a contract between our business 
entity and Ontech Systems, Inc. for Managed Services only.  These services differ from hourly time and materials charges.  The 
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N85W16186 Appleton Ave
Suite A

 Menomonee Falls, Wisconsin 53051
www.ontech.com
(262) 522-8560

Option 1: Managed Services - Basic Bundle * Optional

Description Recurring Qty Ext. Recurring

terms available for Managed Services are month to month, 1 year, or 2 year. 

If choosing a commitment option, your business will be committed to the minimum monthly spend amount quoted, this will be 
your minimum commitment.  If additions are needed, they can be added to active contract.  All Managed Services products 
purchased through Ontech must be on the same term length.  Cancellation prior to the termination date will result in full 
payment of contracted Managed Services through the last day of contract.  

Contract starts when agents are installed and “live and active”, not accepted proposal date, and these dates will be reflected on 
your invoice.  Agreement terms will auto renew unless a 60-day notice is provided by end client.  The monthly fees do not 
include set up or cancellation service fees to install or uninstall the Managed Services agents(s).

Monthly Onsite Visit (Optional)

Note: this is a time estimate that will be invoiced separately during our 
semi-monthly billing for actual time of service 

$150.00 4 $600.00

* Optional Monthly Subtotal: $3,452.00

Option 2: Managed Services - Advanced Bundle

Description Recurring Price Qty Ext. Recurring Ext. Price

 Month to Month: Pricing Shown
 1 Year Contract: 5% discount
 2 Year Contract: 10% discount

Ontech Advanced Managed
Services Bundle

$3,181.00 $0.00 1 $3,181.00 $0.00

Network Documentation Portal 1

LionGard 1

Network Care 12

Virtual Host Care 3

Elite Server Care 4

Desktop Care 100

Webroot SAT 100

Webroot DNS 100

Dark Web Domain Monitoring 2

RiskWatch 1

Fortify for Endpoint 104
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N85W16186 Appleton Ave
Suite A

 Menomonee Falls, Wisconsin 53051
www.ontech.com
(262) 522-8560

Option 2: Managed Services - Advanced Bundle

Description Recurring Price Qty Ext. Recurring Ext. Price

Advanced Bundle Scope of Services

 Features Included in Network Documentation Portal;

o Encrypted Documentation Portal for storing all network information. Network Documentation Portal is available 

through a web browser as well as mobile app. 
  Centrally store all passwords

 Control who has access to each password
 Automatically create strong passwords

 Store important "how to" and procedural information
 Standard Operating Procedures
 PC Setup Checklists
 New Hire/Termination Documents
 Contracts & Service Providers

 Contacts and Locations
 Dynamically link network devices to people and locations

Features Included in Liongard;

 Change Management Autuomation
 Alerts & Metric Value Tracking
 Ticketing System Integration for Change Tracking

Features Included in Network Care;

 Automated Inventory of Network Devices and Classification: Have a profile for every device on a network at your 
fingertips

 Network Diagram & Connectivity Methods: Instantly know how everything on your network is connected
 IP Address Management: Get an automatic list oof all the IP addresses currently in use and which device is 

using it
 Alerts & Notifications: Stay on top of important network events with both preconfigured and customizable alerting
 Service Monitoring: Inventory and monitor the services running on nearly any device on the network
 Context Aware Data: Get relevant and actionable information tailored to each device type
 Rich Statistics: Understand and improve the stability of a network with usage and health stats
 Live & Historic Data: View network performance as it happens with a 60-second polling, or dive into detailed logs
 Netflow Data & Analytics: Gain real-time visibility into network traffic with analytics and reporting

Features Included in Virtual Host Care;

 Real time server hardware health monitoring
 Health Checks for configurations, including vCPU, memory, and network setup
 Review error logs using vSphere and vCenter
 Reconfigure VM's & host data stores
 Lights out management: when a server is down, steps to reboot it automatically will be taken

Features Included with Ontech Elite Server Care;

 24x7 Monitoring & Alerting on Servers
 Webroot Anti-Virus License
 Windows Patches and Updates
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N85W16186 Appleton Ave
Suite A

 Menomonee Falls, Wisconsin 53051
www.ontech.com
(262) 522-8560

Option 2: Managed Services - Advanced Bundle

Description Recurring Price Qty Ext. Recurring Ext. Price

 Enterprise Remote Access Program for your and our use (MFA Enablement Required for use)

 Driver & Firmware Updates for Servers
 Server Cluster Health Checks and Remediation
 Assign issue based Troubleshooting including;

 Exchange
 VM Ware
 Hyper-V
 Remote Desktop Services
 Server Performance Issues
 Group Policy Failures
 Windows Server and Service Errors

Ontech and our NOC Target Service Levels

 Server Down Tickets: 15-30 minutes to begin work
 Critical Impact Alert Tickets: 1-2 Hours to begin work

o Update Critical Impact Tickets: every 3-4 Hours

Features Included in Desktop Care; 

 24x7 monitoring and alerting of hardware components

 Backup Alerts to our NOC and internal team

 Webroot Antivirus

 Windows Security patches

 3rd party patches like Adobe, Java, etc.

 Enterprise Remote Access Program for your and our use (MFA Enablement Required for use)

 Auto attempts to remove malware

 Weekly Temp File and Cookie Clean up

Features Included in Webroot Security Awareness Training;

 Fully featured phishing simulator
 Engaging and interactive training courses
 Trackable, customizable training campaigns
 Campaign and contact management
 Reporting Center

Features included in Webroot DNS Protection

 Webroot DNS Features
o Secure and reliable interect connectivity

o No on-site hardware install

o IPv4, IPv6, HTTP, and HTTPS filtering

o 80 distinct web categories

o Roaming and mobile user protection

o Wifi and guest network protection

o Policy control by user, group, or IP Address
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N85W16186 Appleton Ave
Suite A

 Menomonee Falls, Wisconsin 53051
www.ontech.com
(262) 522-8560

Option 2: Managed Services - Advanced Bundle

Description Recurring Price Qty Ext. Recurring Ext. Price

o On-Demand reporting

o Maintain regulatory compliance by restricting browsing 

 Advanced Web Browsing Protection Benefits
o Admins are able to maintain full network visibility with complete insight into the connection requests being made 

and by whom allows better informed access policies
o Admins are able to reduce infections due to the ability to prevent users browsing to malicious and suspicious 

internet locations, resulting in less cost of remediation
o Admins are able to implement and enforce granular access policies to take control of productivity, HR & 

compliance requirements, and more with customizable policy controls by individual, groups, or IP Address  

Features Included in Dark Web Domain Monitoring

 Domain monitoring for password and other credential leaks from hacked or exposed websites

Features Included in O365 Risk Watch

 Leaked Credentials – indicates that the users valid credentials have been leaked, when cyber criminals compromise 
valid passwords of legitimate users, they often share those credentials. This sharing is typically done by posting publicly 
on the dark web, paste sites, or by trading and selling the credentials on the black market.

 Azure AD Threat Intelligence – indicates user activity that is unusual for the given user or is consistent with known 
attack patterns

 Sign In From Anonymous IP Address – indicates sign ins from an anonymous IP address, these IP Addresses are 
typically used by actors who want to hide their login telemetry for potentially malicious intent

 Atypical Travel – identifies two sign ins originating from geographically distant locations, where at least one of the 
locations may also be atypical for the user given past behaviors, this takes into account the time between the two sign 
ins and the time it would have taken for the user to travel from the first to second location, indicating the different user 
using the same credentials

 Malware Linked IP Address – indicates sign ins from IP addresses infected with malware that is known to actively 
communicate with a bot server, this is determined by correlating IP addresses of the users device against IP addresses 
that were in contact with a bot server while the bot server was active

 Unfamiliar Sign In Properties – considers past sign in history to look for anomalous sign ins. The system stores 
information about previous locations used by a user and considers there familiar locations. The risk detection is     
 triggered when the sign in occurs from a location that’s not already in the list of familiar locations

 Admin Unconfirmed User Compromised – indicates an admin has selected confirm user compromised in the risky users 
UI or using risky Users API

 Malicious IP Address – indicates sign in from a malicious IP Address, an IP address is considered malicious based on 
high failure rates because of invalid credentials received from the IP address or other IP reputation sources

 Suspicious Inbox Manipulation Rules – this detection is discovered by Microsoft cloud app security, this detention 
profiles your environment and triggers alerts when suspicious rules that delete or move messages or folders are set on 
users inbox. This may indicate that the users account is compromised that messages are being intentionally hidden, 
and that the mailbox is being used to distribute spam malware in the organization.

Features Included in Fortify For Endpoint Protection

 Complete SOC Services: Implement advanced operations without the need for in-house security expertise. The 
complete Continuum Fortify SOC analyzes quarantined applications and files, reducing false positives and ensuring 
comprehensive protection. We take care of the labor challenges while you focus on growing your business.

 Threat Detection: Rapidly recognizes many thousands of virus and malware attack variants including cryptomining 
attacks as well as the root causes of these malicious behaviors by quickly identifying and diagnosing corrupt source 
processes and system settings.
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N85W16186 Appleton Ave
Suite A

 Menomonee Falls, Wisconsin 53051
www.ontech.com
(262) 522-8560

Option 2: Managed Services - Advanced Bundle

Description Recurring Price Qty Ext. Recurring Ext. Price

 Response & Remediation: When malicious behavior is detected, Continuum Fortify For Endpoint Security will quickly 
rollback files to previous safe versions through tracking changes in the devices and restoring it to an acceptable risk 
state.

 Next Generation Endpoint Security: Fortify For Endpoint Security utilizes the patented SentinelOne platform, for its 
unique malware detection and remediation technology. This solution incorporates the industry’s most innovative 
prevention, providing visibility into the root causes and origins of the threat, reversing the malicious operations and 
remediating them at an agile speed, when needed.

If choosing a contract option, I understand the services I am approving on this proposal is a contract between our business 
entity and Ontech Systems, Inc. for Managed Services only.  These services differ from hourly time and materials charges.  The 
terms available for Managed Services are month to month, 1 year, or 2 year. 

If choosing a commitment option, your business will be committed to the minimum monthly spend amount quoted, this will be 
your minimum commitment.  If additions are needed, they can be added to active contract.  All Managed Services products 
purchased through Ontech must be on the same term length.  Cancellation prior to the termination date will result in full 
payment of contracted Managed Services through the last day of contract.  

Contract starts when agents are installed and “live and active”, not accepted proposal date, and these dates will be reflected on 
your invoice.  Agreement terms will auto renew unless a 60-day notice is provided by end client.  The monthly fees do not 
include set up or cancellation service fees to install or uninstall the Managed Services agents(s).

Monthly Onsite Visit (Optional)

Note: this is a time estimate that will be 
invoiced separately during our semi-
monthly billing for actual time of service 

$150.00 $0.00 4 $600.00 $0.00

Monthly Subtotal: $3,781.00

Subtotal: $0.00

Setup Fees

Description Price Qty Ext. Price

New Client Onboarding: 4 Hours $150.00 4 $600.00

Managed Services Setup: 8 Hours

Note: this is a time estimate that will be invoiced separately during our semi-monthly billing 
for actual time of service.

$150.00 8 $1,200.00

Subtotal: $1,800.00
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N85W16186 Appleton Ave
Suite A

 Menomonee Falls, Wisconsin 53051
www.ontech.com
(262) 522-8560

IT Support Options

Quote Information: Prepared for: Prepared by:

Quote #: TS010204 Village of Caledonia Ontech Systems Inc.

Version:
Delivery Date:
Expiration Date:

5043 Chester Lane
Racine, WI  53402
Michelle Tucker
(262) 835-4451
MTucker@caledonia-wi.gov

Taylor Schmidt
(262) 522-8560
taylor@ontech.com

Quote Summary

Description Amount

Introductory Period: First 30-90 Days $0.00

Option 2: Managed Services - Advanced Bundle $0.00

Setup Fees $1,800.00

Subtotal: $1,800.00

Estimated Tax: $91.80

Total: $1,891.80

Monthly Expenses Summary

Description Amount

Introductory Period: First 30-90 Days $2,400.00

Option 2: Managed Services - Advanced Bundle $3,781.00

Monthly Subtotal: $6,181.00

Estimated Tax: $162.22

Monthly Total: $6,343.22

*Optional Expenses

Description Recurring

Option 1: Managed Services - Basic Bundle $3,452.00

Optional Subtotal: $3,452.00

For full quote view with product descriptions, warranty information and disclaimers, please review PDF.

Note: Quote is valid for 15 days.
Taxes, shipping, handling and other fees may apply.  We reserve the right to cancel orders arising from pricing or
other errors.
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N85W16186 Appleton Ave
Suite A

 Menomonee Falls, Wisconsin 53051
www.ontech.com
(262) 522-8560

Note: Please do not pay from quote, invoice to follow.

Ontech Systems Inc. Village of Caledonia

Signature:

Name: Taylor Schmidt

Title: Account Manager

Date: 03/01/2022

Signature:

Name: Michelle Tucker

Date:
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	Joslyn Hoeffert
	Village Clerk



